
Honesty
    Internet Safety
Today in classroom guidance I shared a PowerPoint presentation from i-Safe with the students on personal safety while on the internet.  I told the students that I had decided to create this lesson out of a need expressed by students at SPE.  During the last several months, I have had an increased number of students report bullying incidents including cyberbullying.   I felt the need to educate our students.  In our guidance lesson we discussed:

1. One way to stay safe is to not reveal any information about oneself online.  Never tell anyone your name, address, phone number, age, gender, family names, school, & never give a stranger your picture.

2. Think about your own password.   Is it something obvious?  Could someone easily guess it?  Does anyone else know it?  When someone knows or can guess your password you could be in trouble.  This allows them access to you.  They could pretend to be you.  

3.  Predators use tools like chatrooms, instant messaging, etc. to get close to kids.  Never respond to a stranger while on-line.  If this happens, tell your parents right away!

4. The FBI Internet Safety Tips: 

RECOGNIZE, REFUSE, RESPOND, REPORT
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